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EDUCATION

Ph.D. Computer Science, University of Wisconsin-Milwaukee, Milwaukee, USA, 2017

Dissertation: Enhanced Version Control for Unconventional Applications

Supervised by Prof. Ethan V. Munson.

M. Sc. Software Engineering, George Mason University, Virginia, USA, 2012

B. Sc. Computer Engineering, Jordan University of Science and Technology, Irbid, Jordan,
2007

PROFESSIONAL EXPERIENCE

PROFESSIONAL APPOINTMENTS

• Fahd Bin Sultan University, Dean of Admission, August 2024 - present.

• Fahd Bin Sultan University, Associate Professor, Computer Science Department, August 2024
- present.

• Jordan University of Science and Technology, Associate Professor, Department of Software
Engineering, Department of Network Engineering & Security, January 2023 - August 2024.

• Jordan University of Science and Technology, Assistant Professor, Department of Software
Engineering, Department of Network Engineering & Security, January 2018 - January 2023.

– Prepared assignments, quizzes, exams, lectures, and lab activities for courses fresh each
semester.

– Evaluated hundreds of students over eight semesters.

– Designed two graduate-level courses’ syllabi, course structure, and focus.

– Redesigned the coursework and lectures of existing courses.

• Jordan University of Science and Technology, Director, Information Technology and Communication
Center, January 2022 - August 2024.

– Planning, development, and management of new automated information systems and
enhancements to existing automated systems at JUST.

– Identifying and acting on opportunities to improve and update software and systems

https://scholar.google.com/citations?user=DEDTh2wAAAAJ&hl=en
mailto:ashatnawi@fbsu.edu.sa
www.shatnawi.info


Ahmed S. Shatnawi – Curriculum Vitæ – September, 2024 2/14

– Facilitates I.T. security audits or investigations.

– Develops and maintains relationships with external I.T. vendors and service providers.

– Establishing efficiency and efficacy standards, providing recommendations for improvement
of I.T. infrastructure.

– Assessing and identifying potential risks and threats to the safety, security, and operations.

– Developing Mitigation Strategies: Creating comprehensive strategies and action plans to
mitigate identified risks and enhance the resilience of the university environment.

– Conducting educational programs and raising awareness among university stakeholders
about potential risks and best practices for risk management and safety measures.

– Determining time-frames for major center projects, including system updates, upgrades,
migrations, and outages.

– Managing and reporting on allocation of the center’s budget

– Identifying opportunities for team training and skills advancement

• Jordan University of Science and Technology, Deputy Director, Information Technology and
Communication Center, September 2018 - September 2019.

– Assisted in the planning, developing, and managing of new automated information systems
and enhancements to existing automated systems at JUST.

– Performed network and system penetration testing.

– Communicated risks and recommendations to mitigate security risks to ensure the security
of information systems and information entrusted to the University.

– R&D to address the challenges created by introducing new technologies.

• University of Wisconsin-Milwaukee, Graduate Teaching Assistant, Department of Electrical
Engineering and Computer Science, August 2014 - December 2017.

– Primary instructor: prepared assignments, quizzes, exams, lectures, and lab activities for
intermediate programming using Java (Spring 2017).

– Ran laboratories and graded for six courses.

• University of Wisconsin-Milwaukee, Research Assistant, Pavement and Geotechnical Research
Laboratory, June 2017 - August 2017

– Designed and implemented a framework for analyzing Wisconsin’s historic OSOW permit
program data. The framework provides an interactive, web-based interface to query the
OSOW permit data, link OSOW records to geospatial data features, and dynamically
visualize query results

• University of Wisconsin–Milwaukee, Security Coordinator-Risk Assessment Support, Information
Security Office, January 2014 - August 2014
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– Worked with System administrators to fix security issues on servers and workstations
found using a vulnerability scanner.

– Managed vulnerability scanner.

– Worked on various technical and non-technical projects for the office as assigned.

– Developed two automated tools for the UWM security office using C#.

• Blue Sky Broadband, Senior Engineer and Operational Manager, MN, USA, August 2012-
February 2013.

– Responsible for the Internet service provider (ISP) infrastructure, including performance
and quality of service

– Designed LAN/WAN and configured routers and switches according to the network design.

– Installed, maintained, and supported Linux Servers (i.e., AAA, SIP, and web server).

– Installed, configured and monitored wireless devices (Alvarion, Motorola, Radwin, and
Ubiquity).

– Web applications and services development using C#, ASP.NET, and JavaScript

• George Mason University, Web Application Developer, Center of Intelligent Spatial Computing
for Water/Energy Science, June 2011 - August 2011.

– Developed an open-source standalone Application to utilize cloud computing to support
earth and geography science communities. Windows Azure Platform was used.

• Jordan University of Science and Technology, Teaching Assistant, Computer Engineering Department,
January 2007 - August 2010.

– Trained undergraduate students on new technologies, including using the Verilog Hardware
Description Language on lab tools and relating theories to practice.

– Taught students how to write synthesizable code to implement digital circuits using Altera
Quartus II Software.

– Supervised the systems programming course projects, which included designing and implementing
emulators, assemblers, linkers, and loaders.

– Taught the web technologies lab, which primarily focused on web application design and
development. Several technologies were used in the lab, including ASP.NET and Ajax.

– Helped in designing the lab component of several courses, including Hardware Description
Languages, Visual Programming, Computer Networks, and Systems Programming

• iHorizons, Software Engineer, Amman, Jordan, August 2006 - January 2007.
– Part of the team that developed the intranet of the Ministry Of Economy and Commerce

in Qatar. My role was focused on SharePoint Technology.
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VISITING APPOINTMENTS

• Taught for one week on Software Security at the Romanian-American University May 1st -
May 7th, 2022.

TEACHING ACTIVITIES

I have been teaching one graduate and one undergraduate-level courses while at FBSU:
1. Computer and Network Security (CEN 513, MSC 504).

2. Computer Programming II (CSC 201).

Also, taught two graduate and four undergraduate-level courses at JUST(2018 - 2024):

1. Web Applications Security (NES 755).

2. Advanced Network Security (NES 750).

3. Software Security (SE 431).

4. Cryptography and Network Security (NES 452).

5. Software Engineering for Web Applications (SE 432).

6. Special Topics in Computer Engineering (CPE 595).

In addition, from 2014 until 2017, I have taught or helped in six courses while at UWM:

1. Introductory Computer Programming (CS 250).

2. Intermediate Computer Programming (CS 251).

3. Data Structures and Algorithms (CS 351).

4. Introduction to Computer Security (CS 469).

5. Text Retrieval and Its Applications in Biomedicine (CS 744).

6. Introduction to Database Systems (CS 557).

GRANTS AND FUNDS

• Co-Principal Investigator, “Enhancing the Cybersecurity of SCADA Systems in Jordan:
A Risk Assessment, Penetration Testing, and AI-based Attack Detection Solution”, ($42,000),
2024-2026.

• Principal Investigator, “Secured a fund to support four groups to travel and participate in
the Arab Security Cyber Wargames, 2021”, ($5,000), September 2021.

• Co-Principal Investigator, “Determination and Enforcement of the Component-Based Architecture
for the Object-Oriented Java Software Systems”, ($12,694), 2019-2022.
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• Principal Investigator , “Analysis preservation infrastructure task and requirements.”, ($10,500),
2021-2023.

• Co-Principal Investigator, “The Compact Muon Solenoid Data Curation”, ($10,000), 2021-2023.

• Co-Principal Investigator, “Visual-based Localization in GPS Denial Areas Using Machine
Learning (ML) Algorithms”, ($10,000), 2022-2024.

AWARDS & HONORS

• JUST-CTF Recognition for helping organize the CTFJo2024, 2024.

• Recognised for outstanding contributions in automating key processes, significantly enhancing
operational efficiency and productivity of Scientific Research deanship from Vice President at
JUST,2023.

• Green Circle Recognition for helping organize the CTFJo2021, 2021.

• UWM Chancellor’s Graduate Student Award., 2015-2017.

• Received ACM SIGSOFT CAPS travel award to attend ICSE, 2016.

• Phi Kappa Phi National Honor Society, 2016

• JUST Graduate Fellowship, a scholarship from Jordan University of Science and Theology to
obtain Master’s and PhD degrees in Software Engineering, 2010 - 2015.

• Distinguished Academic Achievement Award, Department of Computer Science, GMU, 2012.

• Outstanding Academic Achievement Award, Office of International Programs and Services,
GMU, 2012.

• Dean’s Recognition for Designing and Implementing the Faculty of Computer & Information
Technology streaming channel to broadcast lectures and seminars on the web, 2009.

SCHOLARLY ACCOMPLISHMENTS

• Note: Citations are presented in reverse chronological order but numbered in normal chronological
order.

RESEARCH JOURNAL PUBLICATIONS

33. Raed M Bani-Hani, Ahmad S Shatnawi, Lana Al-Yahya, Ahmed S. Shatnawi, “Vulnerability
Detection and Classification of Ethereum Smart Contracts Using Deep Learning”
Future Internet.2024. doi:10.3390/fi16090321

32. Omar Y Al-Jarrah, Ahmed S Shatnawi, Mohammad M Shurman, Omar A Ramadan,
Sami Muhaidat, “Exploring Deep Learning-based Visual Localization Techniques for UAVs

https://doi.org/10.3390/fi16090321


Ahmed S. Shatnawi – Curriculum Vitæ – September, 2024 6/14

in GPS-Denied Environments”
IEEE Access.2024. doi:10.1109/ACCESS.2024.3440064

31. Dheya Mustafa, Ruba Alkhasawneh, Fadi Obeidat, Ahmed S. Shatnawi, “MIMD Programs
Execution Support on SIMD Machines: A Holistic Survey”
IEEE Access.2024. doi:10.1109/ACCESS.2024.3372990

30. Ahmed S. Shatnawi, Mahmoud M. Almazari, Zakarea AlShara, Eyad Taqieddin, and Dheya
Mustafa “RSA cryptanalysis — Fermat factorization exact bound and the role of integer
sequences in factorization problem Factorization”
Journal of Information Security and Applications.2023. doi:10.1016/j.jisa.2023.103614

29. Mahmoud M. Almazari, Eyad Taqieddin, Ahmed S. Shatnawi1, and Zakarea AlShara “An
Evaluation of the RSA Private Keys and the Existence of Weak Keys” Journal of Discrete
Mathematical Sciences and Cryptography,.2023 doi:10.47974/JDMSC-1670

28. Rama A. AL-Share, Ahmed S. Shatnawi, Basheer Al-Duwairi, “Detecting and Mitigating
Collusive Interest Flooding Attacks in Named Data Networking.” 2022. IEEE Access.
doi:10.1109/ACCESS.2022.3184304

27. Wafaa A. Al-Kahla , Eyad S. Taqieddin, Ahmed S. Shatnawi. 2022. “ Chaos-Based
Fast Image Encryption Scheme with Double Zigzag Permutation and Secure SHA256.” 2022.
International Journal on Communications Antenna and Propagation (IRECAP).
doi:10.15866/irecap.v12i2.21418

26. Ahmed S. Shatnawi; Drine, Abderraouf Al-Zinati, Mohammad; and Althebyan, Qutaibah.
2022. “Analyzing the Effect of Driving Speed on the Performance of Roundabouts” The
International Arab Journal of Information Technology (IAJIT) 2022.
doi:10.1155/2022/1830201

25. Ahmed S. Shatnawi, Aya Jaradat, Tuqa Bani Yaseen, Eyad Taqieddin, Mahmoud Al-Ayyoub,
and Dheya Mustafa. 2022. “An Android Malware Detection Leveraging Machine Learning”
Wireless Communications and Mobile Computing 2022.
doi:10.1155/2022/1830201

24. Al-Dwairi, Mahmoud, Ahmed S. Shatnawi, Osama Al-Khaleel, and Basheer Al-Duwairi.
2022. “Ransomware-Resilient Self-Healing XML Documents” Future Internet 14, no. 4: 115.
doi:10.3390/fi14040115

23. Luay Alawneh, Mahmoud Al-Ayyoub, Ziad A Al-Sharif, Ahmed S. Shatnawi. “Personalized
human activity recognition using deep learning and edge-cloud architecture” Journal of Ambient
Intelligence and Humanized Computing (2022): 1-13.
doi:10.1007/s12652-022-03752-w

https://doi.org/10.1109/ACCESS.2024.3440064
https://doi.org/10.1109/ACCESS.2024.3372990
https://doi.org/10.1016/j.jisa.2023.103614
https://doi.org/10.47974/JDMSC-1670
https://doi.org/10.1109/ACCESS.2022.3184304
https://doi.org/10.15866/irecap.v12i2.21418
https://doi.org/10.1155/2022/1830201
https://doi.org/10.1155/2022/1830201
https://doi.org/10.3390/fi14040115
https://doi.org/10.1007/s12652-022-03752-w


Ahmed S. Shatnawi – Curriculum Vitæ – September, 2024 7/14

22. Mohammad Issam Malkawi1, Ehab Mohammad Abidah, Ahmed S. Shatnawi. “ A Software
Evolution Process Model: Analysis of Software Failure Causes” JInformation Sciences Letters
(2022): doi:10.18576/isl/110209

21. Mohammad Malkawi, Ahmed S. Shatnawi, Khaldoon Al-Zoubi, and Luay Alawneh. “Improving
Network Entry Procedure in Broadband Wi-Fi Networks.” International Journal on Communications
Antenna and Propagation (IRECAP). Vol 11, No 5 (2021)
doi:10.15866/irecap.v11i5.20996

20. Basheer Al-Duwairi, Moath Jarrah, and Ahmed S. Shatnawi. “PASSVM: A highly accurate
fast flux detection system.” Computers & Security 110 (2021): 102431.
doi:10.1016/j.cose.2021.102431.

19. Mohammad Malkawi, Khaldoon Al-Zoubi, and Ahmed S. Shatnawi. “Quasi Real-Time
Intermodulation Interference Method: Analysis and Performance.” International Journal of
Communication Networks and Information Security (IJCNIS). 13.1 (2021)

18. Ziad A. Al-Sharif, Mohammed I. Al-Saleh, Yaser Jararweh, Luay Alawneh, and Ahmed
S. Shatnawi. “The Effects of Platforms and Languages on the Memory Footprint of the
Executable Program: A Memory Forensic Approach.” The International Journal of Universal
Computer Science (J.UCS). 25, no. 9 (2019): 1174-1198.
doi:10.3217/jucs-025-09-1174.

17. Ahmed S. Shatnawi, Nicholas Coley, and Hani H. Titi. “Interactive data framework and
user interface for Wisconsin’s oversize-overweight vehicle permits.” Data. 3, no. 2 (2018): 20.
doi:10.3390/data3020020.

16. Saleh Abdel-Hafeez, Ann Gordon-Ross, Asem Albosul, Ahmed S. Shatnawi, and Shadi
Harb. “A shadow dynamic finite state machine for branch prediction: an alternative for the
2-bit saturating counter.” Informatica 35, no. 2 (2011).

CONFERENCE PUBLICATIONS

15. S. H. Aljbour; Ahmed S. Shatnawi; B. Al-Duwairi. “Reversed Forward Feature Selection
Algorithm for Website Fingerprinting Attacks Mitigation” 2023 14th International Conference
on Information and Communication Systems (ICICS), pp. 1-6
doi:10.1109/ICICS60529.2023.10330516.

14. Eyad Taqieddin; Dheya Mustafa; Ahmed S. Shatnawi; Osama Al-Khaleel; Christos Papachristou.
“Design and FPGA Implementation of the Henon Chaotic Map for Image Encryption” 2023
14th International Conference on Information and Communication Systems (ICICS), pp. 1-6
doi:10.1109/ICICS60529.2023.10330463.

https://doi.org/10.18576/isl/110209
https://doi.org/10.15866/irecap.v11i5.20996
https://doi.org/10.1016/j.cose.2021.102431
https://doi.org/10.3217/jucs-025-09-1174
https://doi.org/10.3390/data3020020
https://doi.org/10.1109/ICICS60529.2023.10330516
https://doi.org/10.1109/ICICS60529.2023.10330463
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13. Basheer Al-Duwairi; Ahmed S. Shatnawi; Hala Jaradat; Afnan Al-Musa; Hamzah Al-Awadat.
“On the Digital Forensics of Social Networking Web-based Applications” 2022 10th International
Symposium on Digital Forensics and Security (ISDFS), pp. 1-6
doi:10.1109/ISDFS55398.2022.9800839.

12. Rama Al-Share, Fatima Abu-Akleek, Ahmad S. Shatnawi, Eyad Taqieddin. “Performance
Evaluation of Online Website Safeguarding Tools Against Phishing Attacks; a Comparative
Assessment.” ITNG 2022 19th International Conference on Information Technology-New
Generations, pp. 161-168. Springer International Publishing.
doi:10.1007/978-3-030-97652-1_20.

11. Ahmad S. Shatnawi, Abderraouf Drine, Mohammad Al-Zinati, Qutaibah Althebyan. “Simulation
study of speed control at congested arms of roundabouts.” 22nd International Arab Conference
on Information Technology (ACIT), pp. 1-5. IEEE.
doi:10.1109/ACIT53391.2021.9677273.

10. Raghad Al-Syouf, Basheer Al-Duwairi, and Ahmad S. Shatnawi. “Towards a Secure Web-Based
Smart Homes.” 12th International Conference on Information and Communication Systems
(ICICS), pp. 195-200. IEEE.
doi:10.1109/ICICS52457.2021.9464563.

9. Wafaa Al-Kahla, Ahmed S. Shatnawi, and Eyad Taqieddin. “Taxonomy of Web Security
Vulnerabilities.” 12th International Conference on Information and Communication Systems
(ICICS), pp. 424-429 IEEE.
doi:10.1109/ICICS52457.2021.9464576.

8. Ahmed S. Shatnawi, and Ethan V. Munson. ”Interactive and Scalable visualization
framework for Version-aware XML documents.” ACM Symposium on Document Engineering,
pp. 1-4.
doi:10.1145/3395027.3419586.

7. Al-Rawashdeh, Ahmad M., Ziad A. Al-Sharif, Mohammed I. Al-Saleh, and Ahmed S. Shatnawi.“A
Post-Mortem Forensic Approach for the Kik Messenger on Android.” 11th International Conference
on Information and Communication Systems (ICICS), pp. 079-084. IEEE.
doi:10.1109/ICICS49469.2020.239559.

6. Ahmed S. Shatnawi, and Ethan V. Munson. “Enhanced Automated Policy Enforcement
eXchange framework (eAPEX).” ACM Symposium on Document Engineering, pp. 1-4.
doi:2019.10.1145/3342558.3345408

5. Ahmed S. Shatnawi, Ethan V. Munson, and Cheng Thao. “Maintaining integrity and
non-repudiation in secure offline documents.” ACM Symposium on Document Engineering, pp.
59-62.
doi:10.1145/3103010.3121038

https://doi.org/10.1109/ISDFS55398.2022.9800839
https://doi.org/10.1007/978-3-030-97652-1_20
https://doi.org/10.1109/ACIT53391.2021.9677273
https://doi.org/10.1109/ICICS52457.2021.9464563
https://doi.org/10.1109/ICICS52457.2021.9464576
https://doi.org/10.1145/3395027.3419586
https://doi.org/10.1109/ICICS49469.2020.239559
https://doi.org/2019.10.1145/3342558.3345408
https://doi.org/10.1145/3103010.3121038
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WORKSHOP PUBLICATIONS

4. Ahmed S. Shatnawi, Basheer Al-Duwairi, Ala’ A. Samarneh. “Comprehensive Empirical
Study of Python JWT Libraries” Procedia Computer Science, 238, pp.827-832.
doi:10.1016/j.procs.2024.06.099.

3. Ahmed S.Shatnawi, Qussai Yassen, Abdulrahman Yateem. “An Android Malware Detection
Approach Based on Static Feature Analysis Using Machine Learning Algorithms”Procedia
Computer Science, 201, pp.653-658. doi:10.1016/j.procs.2022.03.086.

2. Alawneh, Luay, Belal Mohsen, Mohammad Al-Zinati, Ahmed Shatnawi, and Mahmoud
Al-Ayyoub. “A Comparison of Unidirectional and Bidirectional LSTM Networks for Human
Activity Recognition.” IEEE International Conference on Pervasive Computing and Communications
Workshops (PerCom Workshops), pp. 1-6. IEEE doi:10.1109/PerComWorkshops48775.2020.9156264.

BOOK CHAPTERS

1. Basheer Al-Duwairi, Ahmed S.Shatnawi. “Fast-Flux Service Networks: Architecture, Characteristics,
and Detection Mechanisms. Cyber Malware. Security Informatics and Law Enforcement.
Springer, Cham” doi:10.1007/978-3-031-34969-0_4.

PUBLICATIONS SUBMITTED

1. Ahmed S. Shatnawi, Basheer Al-Duwairi, Mahmoud M. Almazari, Mohammad S. Alshakhatreh,
Ahmad N. Khader, and Abdullah A. Abdullah “Adaptable Plug and Play Security Operations
Center Leveraging a Novel Programmable Plugin-based Intrusion Detection and Prevention
System” Submitted to Computers & Security Journal on 7 June 2021.

GRADUATE STUDENT SUPERVISION

Ph. D.

• There are NO Ph. D. programs offered by the Faculty of Computer & Information Technology
at JUST.

MASTER’S

Supervised Five MS theses:
• Lana Al-Yahya, VULNERABILITY CLASSIFICATION OF ETHEREUM SMART CONTRACT

USING DEEP LEARNING

• AL-RAHMAN TAYSEER, WORKFLOW MANAGEMENT SYSTEM AND DATA PIPELINE
FRAMEWORKS: A COMPARATIVE STUDY

• Omar Oudat, AI-Based Malware Detection Levraging CUCKOO Sandbox

• Omar Elayan, Windows Malware Detection Using Machine Learning

https://doi.org/10.1016/j.procs.2024.06.099
https://doi.org/10.1016/j.procs.2022.03.086
https://doi.org/10.1109/PerComWorkshops48775.2020.9156264
https://doi.org/10.1007/978-3-031-34969-0_4
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• Wafaa Al-Kahla, A novel Deep Learning-based Malware Classification Method Leveraging
SimHash and Visualization Techniques.

• Rama Al-Sharea, Detecting and Mitigating Collusive Interest Flooding Attacks in Named Data
Networking. Graduated January 2021. Now a Lecturer at Jordan University of Science and
Technology.

• Mahmoud Dwairi, Towards Self-Healing XML Documents Against Ransomware. Graduated
January 2020. Now with the Ministry of Digital Economy and Entrepreneurship, Amman,
Jordan.

UNDERGRADUATE

• Academic advisor for 15 students per semester at the Software Engineering Department.
2018-present.

• Supervised/co-supervised 20 senior projects for about 60 students and served as a member of
a project examination committee for over 30 senior projects.

PRESENTATIONS

• “Closing Cybersecurity Skill Gap with Education Diversity”, European Cybersecurity Online
Conference For Middle East And North Africa, Online, 2020. • Invited talk

• “Cybersecurity Curriculum Development in Higher Education”, Digital Economy and Cybersecurity
Conference, Amman, Jordan, 2019.• Invited talk

• “Presentation for CMS/CERN membership”, 125th Meeting of the CMS Collaboration Board,
Geneva, Switzerland, 2019.• Invited talk

• “Virtual Office Hours, Collaborating and More”, Teaching and Learning Symposium, UWM,
USA, 2016.

SERVICE AND PROFESSIONAL ACTIVITIES

NATIONAL AND INTERNATIONAL PROFESSIONAL ACTIVITIES

• Jordan’s Public Universities Risk Assessment Committee, 2023-2024.

• Led a couple of accreditation evaluations for academic programs in Jordanian educational
institutions to ensure compliance and quality standards.

• Elearning Audit: Led a couple of National Committees across Jordan to Align University
eLearning Programs with National eLearning Standards.

• Computer Center’s Council member, Al al-Bayt University, 2023 - 2024.

• Faculty of Information Technology’s Council member, Philadelphia University, 2023-2024.
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• Member of Technical Administrative Committee (TAC) for Jordanian Universities Networks
(JUNet), 2022 - 2024.

• Member of Technical Program Committee, The 19th International Conference on Mobile
Systems and Pervasive Computing, 2022, Niagara Falls, Ontario, Canada.

• International Conference on Information and Communication Systems (ICICS), Jordan.
– Track Chair of ”Security, privacy, and digital forensics”, 2022, 2023.

– Publicity Chair, 2022, 2023.

– Session Chair of ”Security, privacy, and digital forensics”,2020.

– Track Chair of ”Software and web Engineering”, 2019.

• Member of Technical Program Committee, 3rd International Workshop on Data-Driven Security
(DDSW 2022), Porto, Portugal.

• Member of Technical Committee, International Conference on Computer and Communication
Systems(ICCCS), China, 2020 - 2022.

• Member of Program and Scientific Committees, The 3rd Jordan CTF Competition, Amman,
Jordan, 2021.

• Technical Program Committee, 33rd International Conference on Microelectronics, 2021, Cairo,
Egypt.

• Grant Research Evaluation Committee, Industrial Scientific Research and Development Fund
(IRDF), Amman, Jordan, 2021.

• Founder of the OWASP Irbid chapter, 2021.

• Founder of Security BSides Irbid Conference, 2021.

• Member of Technical Program Committee, The 18th International Conference on Mobile
Systems and Pervasive Computing, 2021, Leuven, Belgium.

• Scientific Committee, Blockchain Technology Virtual Conference (IFERP), 2020.

• Member of Technical Program Committee, 14th International Conference on Innovations in
Information Technology (IIT), UAE 2020.

• Training of Trainers (TOT), One Million Jordanian Coders, Jordan, 2019 - 2020.

• Member of Steering Committee, The 32nd International Conference on Microelectronics, 2020.

• Project Security Advisor, J-SANDS: Jordan Stillbirths and Neonatal Deaths Surveillance and
Auditing System project, Jordan, 2019 - 2020

• Track co-chair of the Cyber-physical Systems Security track, The International Conference on
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Microelectronics 2020.

• Served as reviewer for the Ad Hoc Networks Journal. Elsevier, 2019.

COMMUNITY SERVICE

• Implemented and deployed King Hussain Orphanage internal portal, 2020 - 2021.

• Offered a free Object Oriented course at JUST for undergraduate students, 2019.

• Conducted a security risk assessment and penetration testing for King Abdullah University
Hospital (KAUH), 2019.

• Offered a free C# and ASP.net course at UWM for undergraduate students, UWM, 2017.

UNIVERSITY SERVICE

• Collaborated on the documentation and paperwork preparation for JUST’s processes and
services for the Public University Excellence Award.

• Selecting faculty members and students to participate in academic mobility through the Erasmus
Plus program. 2018 - 2024.

• Committee for developing and adhering protocols for operations, service standards, and employee
performance criteria.

• JUST Sustainability Committee, 2023-2024.

• JUST’s strategic plan Implementation committee, 2022-2024.

• Council Member of the Academic Development and Quality Assurance Center, 2022.

• University website committee, 2022-2024.

• Time and attendance tracking system committee, 2021.

• High availability (H.A.) committee (ad hoc advisory group for JUST’s vice president), 2020.

• Council Member of the Information Technology & Communications Center (ITCC), 2019 -
2020.

• E-learning committee (ad hoc advisory group for JUST’s vice president), 2020.

• Tenders committee for high-performance computing infrastructure, 2019.

• Information Technology and Communication Center’s Council, 2019-2020.

COLLEGE SERVICE

• CMS/CERN Induction Project, 2020 - 2023.
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• Officer, Security Operation Center at JUST, 2020-2023

• Organizing Committee of JUST’s 3rd Capture The Flag (CTF) Competition, 2021.

• Member of ”Cybersecurity Program Establishment” Committee, 2021.

• Member of ”Industry Engagement” Committee, 2019 - 2020.

• Member of ”Innovation and Creativity” Committee, 2018-2019.

DEPARTMENT SERVICE

• Served on M.S. thesis defense committees of:
– SAIF AL SHARMAN, 2023

– MOHAMMAD NABEEL ALJARRAH, 2023

– Reema Al-Senjalawi, A Study Of Document Based Memory Forensics, February 2022.

– Rasha Awawdeh, Macular Edema Detection from OCT images using Machine Learning
Classifiers, January 2022.

– Fatima Abu-Akleek, E-Voting System using Distributed Blockchain Network, October
2021.

– Toqa Abu-Zaitoun, improvement of auto signature verification using projection and line
features method, February 2021.

– Asmaa Bataineh, Blockchain based voting system for Jordan parliament elections, June,
2020..

– Obadah Shatnawi, A Parameterized Approach For Analyzing Source Code Variability In
Cloned Java Software Variants, June 2020.

• Member, Quality Assurance and Accreditation Committee, 2019-present.

• Chair, Undergraduate Curriculum Committee, 2018 - 2020.

• Chair, Senior Design Projects Committee, 2018 - 2020.

• Chair, Graduate Curriculum Committee, 2018 - 2019.

TRAINING AND WORKSHOPS

• HCIA-Security, Huawei, 2021.

• Cybersecurity Masters Programme at Staffordshire University and how it meets the market
expectations workshop, online, 2020.

• Autopsy Basics and Hands-On, online, 2020.
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• ICSI | CNSS Certified Network Security Specialist, online, 2020.

• Basics of Distance Education, workshop, Academic Development Center, JUST, 2020.

• Cybersecurity Infrastructure Configuration - Train The Trainer, Palo Alto Networks, Amman–
Jordan, 2019.

• Statistical Analysis of Examinations & Research workshop, Academic Development Center,
JUST, 2019.
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