
دليلك لخصوصيةدليلك لخصوصية

آمنةآمنة

هل بياناتك الشخصية آمنة؟



ما هي البيانات الشخصية

والحساسة؟

البيانات الشخصية هي أي معلومات يمكن أن تحدد

هويتك بشكل مباشر أو غير مباشر.



👤

الاسم الكامل

اسمك الأول والأخير

🆔

رقم الهوية

رقم بطاقتك الشخصية أو جواز

سفرك

📍📸



الموقع الجغرافي

عنوان منزلك أو مكان عملك

الحالي

الصور الشخصية

صورك التي يمكن التعرف عليك

من خلالها

البيانات الحساسة هي نوع خاص من البيانات الشخصية

التي تكشف عن معلومات أكثر خصوصية، مثل الآراء

السياسية، المعتقدات الدينية، والبيانات الصحية.



5 نصائح ذهبية للحماية

1

استخدم كلمات مرور قوية

اجمع بين الحروف الكبيرة والصغيرة والأرقام والرموز

لا تستخدم نفس كلمة المرور لحسابات متعددة

ر كلمات المرور بشكل دوري غيّ

2



احذر من الروابط المشبوهة

لا تضغط على أي رابط يصلك من مصدر غير معروف

تحقق من عنوان URL قبل إدخال أي معلومات شخصية

3

تحقق من أذونات التطبيقات

راجع الأذونات التي تطلبها التطبيقات عند تثبيتها

لا تمنح التطبيقات أذونات لا تحتاجها لعملها

4

لا تشارك بياناتك دون سبب

ا قبل مشاركة أي معلومات شخصية عبر الإنترنت ر جيدً فكّ

شارك الحد الأدنى من البيانات المطلوبة فقط

5

استخدم شبكات Wi-Fi آمنة

تجنب استخدام شبكات Wi-Fi العامة والمفتوحة



استخدم شبكة افتراضية خاصة )VPN( لتشفير اتصالك



حقوقك كصاحب بيانات

لكل فرد حقوق أساسية فيما يتعلق ببياناته الشخصية، ومن

أهمها:



👁️

حق العلم

من حقك أن تعرف ما هي

البيانات التي يتم جمعها عنك

ولماذا.

🔍

حق الوصول

يمكنك طلب نسخة من بياناتك

الشخصية التي تحتفظ بها أي

جهة.

✏️

حق التصحيح

إذا كانت بياناتك غير صحيحة أو

غير مكتملة، فيحق لك طلب

تصحيحها.

🗑️

حق الإتلاف

في بعض الحالات، يمكنك

طلب حذف بياناتك الشخصية.



ماذا تفعل عند الشك؟

إذا كنت تشك في أن بياناتك الشخصية قد تم اختراقها أو

إساءة استخدامها، يمكنك التواصل مع الجهات المختصة

في جامعتك.



لا تتردد في طلب المساعدة!

🛡️

إدارة الأمن

السيبراني

الجهة المسؤولة عن

حماية أمن المعلومات

والبيانات في الجامعة

👨‍💼

مسؤول حماية

البيانات

الشخص المسؤول عن

ضمان التزام الجامعة

بقوانين حماية البيانات


